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I think that in order for the cyber infrastructure to have the greatest impact the users need to be involved in the specification from the beginning. This could be done through the identification of a “killer application.” This application would do two things, first it would give additional justification for creating the cyber infrastructure and second it would provide the user community a venue for supplying input. The users need the cyber infrastructure just as much as the cyber infrastructure needs users.

It is also critical that NSF treat the cyber infrastructure as a tool to enable all of NSF (and other agencies) to solve the critical problems that could not be solved with a cyber infrastructure. Once the cyber infrastructure is deployed it must be supported, stable, secure, and usable. There is often a tendency for projects to remain research prototypes and never become mature enough to be used by any one other the ones who created it. While there will be research involved in the creation of the cyber infrastructure it’s self it must be developed with a plan to bring it from a research system to a production system.

