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Key Issues for the Workshop:

· How will investments in cyberinfrastructure spur major advances in engineering research and education?

Such investments will fundamentally address the needs of design, development, and management of large-scale complex engineered systems.   Examples of such systems include transportation systems, intelligent building systems, medical sensing, information, and decision systems, environmental sensing, assessment, and management, and defense systems with complex logistics and integrated decision-making.  Information cyberinfrastructure is critical to all of these system developments, and improved understanding and innovation will be essential to building and managing reliable systems.  In addition, the education of new generations of engineers with the interdisciplinary experience to address such issues will be critical to future development.  

· For what types of research and education activities (provide examples) will cyberinfrastructure be critical, and what characteristics will be required of the cyberinfrastructure.  Where are the major challenges?  

Several themes in engineering cyberinfrastructure are critical to the design of these large complex systems.  Specifically, engineering research will be required in the development of:

· distributed

· embedded

· real-time

systems.  These three elements are characteristic of large-scale engineering systems, and require engineering solutions that are distinct from many of the primary focal areas in computer science research.   Distributed, embedded, real-time systems require research based on the analysis and design of distributed dynamic systems where temporal and spatial analysis of the physical world is integral to the achievement of desired performance.  Similarly, embedding of systems intelligence in the systems, requires an engineering  approach that includes new sensors, systems-on-a-chip, wireless technologies, and real-time networks.  

· How can an effective partnership between computer scientists and engineering researchers and educators be developed to best provide the needed cyberinfrastructure?

Based on the topics identified above, it is clear that engineering research is required to address the needs of cyberinfrastructure in many of our most important large-scale complex infrastructure programs.  The engineering design of distributed, embedded and real-time systems must be integrated with the more generic computer infrastructure provided by the internet, by grid computing, by high-performance machines, high-level programming infrastructure, and large-databases.  Engineers from all disciplines must partner with computer engineers and computer scientists to address these critical themes.  

The genuine need for this partnership was clearly identified by the contrasting views on software systems expressed at the workshop – generic high-level software and middleware concepts emerging from computer science research do not address the needs of distributed real-time systems required by engineering infrastructure.  Both complementary research themes must be supported.  

· Develop a general road map for future investments in cyberinfrastructure.  What investments need to come first and why?  What payoffs can be expected?  Provide input on cost estimates to implement the road map.

Investments in Engineering  Cyberinfrastructure should focus in two areas:

1. Fundamental engineering analysis for design, and development of distributed, embedded, real-time systems.  Such investments would support fundamental research in systems analysis, control and communications, wireless systems and networks, sensors and systems-on-a-chip, modeling and simulation tools, risk analysis and management disciplines.

2. Case studies of large-scale complex systems that define the requirements and performance goals of engineering cyberinfrastructure.  These studies should be interdisciplinary and broad in scope, to focus on issues that transcend a single site or single problem.  NEES and CLEANER are both examples of these investments.  
A requirement for sharing of information, methods, experience, and tools across these studies will require a new dimension of coordination from NSF.

· What organizational structure is needed to provide long-term support for cyberinfrastructure development?

Clearly a level of foundation-wide coordination is required to carry out these ambitious plans.  A foundation-wide working group, or interdisciplinary division, or directorate, would provide a level of continuity and interdisciplinary view that will be important.  However, the program definition and guidance should be separated from the project management, in accord with NSF’s traditions.  Each broad area of investment, such as environmental science and engineering, or defense cyberinfrastructure, may require a management structure that is competed and outsourced with commitments to disseminate and integrate program results.  An additional dimension of interagency coordination will be required at both the program supervision and project management levels.

· What should be the path forward regarding future workshops and other activities?  What information is needed to address outstanding questions and knowledge gaps important for decision making about NSF’s cyberinfrastructure investments?  

From the engineering perspective, the definition of programs in fundamental tools, and in selected interdisciplinary case studies, including NEES and CLEANER, would seem to be the next steps.  A critical strategic question is how to engage a wider community constituency from the academic, corporate, and public sectors in support of the engineering cyberinfrastructure goals and programs.  A program of workshops should have a strong priority on such wide public constituency development, rather than a narrowing of perspective on specific scientific and technological details.  
