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General: 

Any Infrastructure that benefits Society and improves Quality-of-Life is by definition only successful if users are not or (no longer) aware of its presence and take it for granted, like the freeways we drive on, the drinking water supply, electricity, or the Internet and e-mail. The key attributes are that the infrastructure is (1) readily available, (2) reliable, (3) everywhere, (4) easy to use, and (5) directly supports or benefits other societal functions.

The same attributes apply to a successful Cyberinfrastructure for Engineering Research, Education and Practice. Only when readily available anywhere, without a major learning curve, and with clear benefits to invent, develop, disseminate, or manufacture engineered products or processes, can we talk about a true cyberinfrastructure for engineering. Engineering as a discipline relies much more on “data” then any other profession, since engineering is learning from experience, past mistakes, theories, simulations and models, how to do it better the next time. Cyberinfrastructure will help engineering with collecting, validating, transmitting, storing, searching, displaying, analyzing, and archiving more and more and better data in ever faster and more reliable ways, to shorten the time from data collection to information and from information to knowledge that improves engineering.

Only if the flow and management of engineering data is no longer an issue we are constantly thinking about, but rather a commonplace which all engineers take for granted, only then can we talk about a successful Cyberinfrastructure for Engineering. While this may not directly result in quantifiable metrics, it is at least a goal to strive for. Quantifiable metrics can be subsequently established based on usage and access frequencies.

There are also clear differences from a Cyberinfrastructure for Engineering compared to other infrastructures. The Engineering Community as a whole is relatively small and very fragmented, and has developed over decades and centuries in different fields and disciplines in vastly different approaches. While “functionality” and “safety” of engineered products are common and paramount, the ways to achieve these common goals differ from Civil Engineering to Aerospace Engineering and from Chemical Engineering to Automotive Engineering, ranging from very empirical and experimental approaches to fully simulation based prototyping. These differences are also reflected in the respective research communities and result in numerous fragmented domains with vastly different understanding and usage of their data and approaches. Thus, we are not just dealing with one engineering domain and cyberinfrastructure needs, but rather a multitude of engineering domains with special needs and sometimes relatively small user communities.  Since we cannot develop a separate cyberinfrastructure for each subset or domain, it is critically important to identify the common infrastructure components and service tools across the domains, while providing sufficient domain specific support and service for the end user. This latter component of end user service and support, while paramount for the success of the engineering cyberinfrastructure, may never be an economically viable commercial venue due to the large fragmentation and small specialized user communities. Thus, new models for implementation and sustainability need to be developed.

Finally, the stronger the common infrastructure in the form of computing resources, networking, distributed computing, data management, etc. is, the easier it will be to share data and information across domains, resulting in a synergy across disciplines of new discoveries and learning, and with it a de-fragmentation and unification of engineering as a whole. 

How will investments in cyberinfrastructure spur major advances in engineering research and education?

1. Faster and better data will shorten the time from discovery to end product, i.e. the engineering process, thus, result in economic benefits.

2. More reliable data will improve the safety and functionality of engineered products and processes.

3. New ways of looking at engineering data in immersive, interactive, multi-dimensional environments will lead to new discovery and learning processes.

4. Education can benefit from a wealth of searchable data to demonstrate and visualize engineering concepts and consequences.

For what types of research and education activities will cyberinfrastructure be critical, and what characteristics will be required? Where are the major challenges?  

1. All areas/disciplines of engineering will benefit from the cyberinfrastructure in the form of new discoveries and advances in research and education. Advances will come from data searching and sharing (including legacy data), remote participation, large-scale simulation, and visualization. 

2. The required characteristics are that data access and management in the broadest sense, including simulation and visualization need to be ubiquitous, fast, reliable, and mostly easy! It needs to develop into a commonplace such as other infrastructure services.

3. Major challenges are to have data (with domain specific attributes) archived and stored that it can be searched by information queries. The establishment and curation of these domain specific data sets are paramount for the success of an engineering cyberinfrastructure. It is not clear where the sustained support for this critical function will come from and if this can be accomplished in a decentralized fashion.

4. Currently we have Computer Scientists and Domain Engineers, and what is needed is a facilitator to bring the two groups together. This is an important function that is critical to the success of an Engineering Cyberinfrastructure. It is not clear if this facilitation can happen in the virtual space or if physical/personal facilitation is required. Certainly experience from NEES shows that it works much better as soon as personal facilitation is involved.

5. Once the engineering cyberinfrastructure is developed, it requires a special type of professional to implement and maintain such an infrastructure. This professional needs to be proficient in both, the IT infrastructure and the domain needs. 
How can effective partnerships between computer scientists and engineering researchers and educators be developed to best provide the needed cyberinfrastructure? 

1. There need to be significant incentives for both parties to come together and pursue a common goal. These incentives can be in the form of funding opportunities and/or special academic recognition of cross-disciplinary activities.

2. The partnership needs to be extended to and include industry in order to be successful. A large amount of engineering data is in and comes from industry and regulatory organizations and requires just as much management as research data. If industry identifies the need for a new breed of professional, namely the domain IT specialist, the partnership at the university level will also be driven by new education programs.

3. The cyberinfrastructure needs to be service oriented by catering to the user community. Unless the end-user is directly involved in the cyberinfrastructure development, it will never achieve the user friendliness and buy-in needed for broad outreach.

Develop a general road map for future investments in cyberinfrastructure. What investments need to come first and why? What payoffs can be expected? Provide input on cost estimates to implement the roadmap.

1. The roadmap needs to start with the user community. Clear end user requirements need to be established. With the highly fragmented engineering community, commonalities in the end user requirements need to be established first. These commonalities need then be evaluated and translated into the computer science space and a common infrastructure base developed. This needs to be followed outreach and facilitation back into the user domains. There needs to be a constant feedback from the end users to the IT community.

2. Since we cannot and do not want to start from scratch, an assessment of the current infrastructure and the modification needed to convert it to the outlined engineering cyberinfrastructure has to come first, both in terms of planning and resources. 

3. While some resource allocations may have to be compartmentalized into hardware, middleware, applications, etc., significant resource allocations with respect to integration across these layers are essential. 

4. Specific resource allocations are needed to develop and sustain the link between the common IT infrastructure and the domain specific infrastructure.

What organizational structure is needed to provide long term support for cyberinfrastructure development?

1. There is no catch-all organizational structure that will be ideal for all domains. There needs to be a strong and reliable common infrastructure with a specific layer of co-located domain specialists. At the same time, the engineering domains need direct input and co-location of IT specialists. The organizational structure needs to address both, the common service layers and the domain specific integration.

2. Based on the development of computational infrastructure by NSF, from super computer centers, to PACI, to the Terascale and Grid computing, the Cyberinfrastructure will still need Hubs where common core infrastructure (hardware and IT expertise) are concentrated to support the many individual domains. The structure for the specific domain support can take on different forms but should not be too fragmented to keep organizational control and avoid duplications.

3. The cyberinfrastructure is a dynamic environment and needs a very flexible organizational structure to easily adopt and accommodate changes.

What should be the path forward regarding future workshops and other activities? What information is needed to address outstanding questions and knowledge gaps important for decision making about NSF’s cyberinfrastructure investments?

1. Identify all critical engineering domains and establish end user requirements.

2. Identify commonalities between the domain requirements and develop core infrastructure strategies.

3. Work with the current NSF IT infrastructure to provide the required core facilities and the flexibility to support domain specific outreach.

4. Include industry in the discussions! Do not limit the discussions to research and education.

5. Develop a strategy to facilitate the integration between core infrastructure and domain infrastructure.

