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After reading all the publicly available NSF files, and some from the June 6 workshop, I would like to see a better vision for cyberinfrastructure (CI). I was under the impression going to the June 6 workshop that one may not be able to predict even 5 years down the road how CI will turn out. However, after a day of intense meeting, discussing, reflecting, and debating, I cannot help imagine CI as a Terabyte version of ITR. With an initiative such as this, there definitely exists a strong need for new ways of defining and implementing connectivity. Leaving matters entirely to private industry is not the best approach to something of this enormous impact on the society. Fundamentally new concepts, new theory, new computing devices, etc. etc. should be important outcomes of the CI initiative. All industrial entities know how devastating a “destructive technology” could be, and as typical practice, they are constantly on the lookout for the “destructive technology”.

It is important, and should have been the practice, that engineering play an important role and have concrete footing in CI by providing solid problem frameworks to work on. However, in addition to issues of meta data, homogeneity, multi-scale, etc. etc., which are absolutely CI-legitimate, engineers are known for their creativity, and ground breaking thinking and practices, and therefore Engineering, and/or other directories, should take a riskier role to invest in unconventional approaches to connectivity. Brain science for example, is probably one of the places we can learn a lot about complexity, multi-scale, robustness, and optimality. New materials and devices research can potentially lead to new ways of building physical layers and new mathematical/computational tools may redefine the computing hierarchy. To build on the current vision, and to expand on the existing infrastructure, middleware requires undivided attention. It requires systematic, creative rethinking, with reliability as first priority. There is no guarantee of national security with unreliable operating systems and networks. Fundamentally new design and management tools are needed to address these issues. Engineering systems thinking and approach need to be brought to the forefront.
Regardless of the debate on a vision for CI, an interdisciplinary approach is a must in CI implementation. Consequently NSF internal structure should reflect this nature. Many CI application areas are outside the expertise of traditional CISE. Other directories are better positioned to take the lead instead of CISE. We hear complaints all the time that many current tools are not user-centric. For Terabyte application problems, defining the problem may take equal or more effort than developing computer tools to solve the problem. There must be an engineer serving as an architect before a computer solution is built. It is not conceivable that this role be fulfilled by an even well-trained computer scientist. Universities now encourage interdisciplinary teaming to break the department boundaries. Same philosophy should apply to NSF. Many good NSF program directors have many good ideas and know how to manage interdisciplinary projects (observations through my working with ECS division in years). They should be given the opportunity to do so. Interdisciplinary management teams should be set up with concrete roles for each program director to play. 
 
